
 

Formal Complaint – Crypto Scam Report: 
Origla.com with Full Details 

To Whom It May Concern,​
​
This letter serves as a formal complaint and call for investigation into the fraudulent actions conducted by a 
website operating under the domain Origla.com. Myself and a colleague were victims of a well-orchestrated scam 
that led to the loss of over $5000 USD collectively. The platform appears to claim jurisdiction in Hong Kong and/or 
mainland China. The operation, however, is a coordinated international crypto scam. 

1. Description of the Scam Pattern 
The fraud was executed in the following stages:​
1. The scammers advertised a fake 'pre-sale coin' with high return promises and extremely low entry prices.​
2. Investors were asked to transfer USDT to a single TRC20 wallet address: 
TPYDLwwroqByAiEUDs6Di1iZSoP8NhgAEH.​
3. After sending funds, balances were frozen for a claimed holding period.​
4. Following this, users were asked to pay 5% of total 'profits' in advance, claiming it was needed to convert the 
token into USDT. However, these amounts were not deducted from the balance, which raises suspicion.​
5. An additional 8% was then demanded as 'tax', again in advance and also not deducted from the profit.​
6. When those amounts were paid, the platform accused the user of money laundering, requesting identity 
verification, income sources, and an extra 30% of the remaining amount to 'verify ownership' and release the funds.​
7. We stopped all interaction at this stage, realizing this was a scam.​
 

2. Evidence Overview 
We have organized the following material as evidence of the scam, Screenshots from two victims accounts showing 
frozen balances, scam messages requesting staged payments (5%, 8%, 30%), and wallet address evidence.​
- 'About platform': Domain verification, scam reports, and negative reviews of Origla.com.​
 

 



 

[Screenshots Amr's & Khalid’s Accounts Final Balance and Freeze Assets]​



 



 

[Screenshots  Amr's 5% Payment TRC20 Wallet TXIDs from Bybit + Asset in Origla ] 

 

 



 

[Screenshots with Customer Service to Sell Coin and Asking for 8% Tax Demand]​
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[Screenshots Amr’s Transfers All Capitals - TRC20 Wallet TXIDs from Binance/RedotPay/Binance/OKX] 



 

 

 



 

[Screenshots  Khalid's 5% Payment + 8% Payment  TRC20 Wallet TXIDs from Bybit ]



 

[Screenshot Khalid’s 30% Ownership Verification Scam from Customer Service]​

 

 



 

 



 

[Screenshots Khalid's All Capital Transfers TRC20 Wallet TXIDs from Bybit]​
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[Screenshots Whois / others Scam Website Reports]​
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3. Scam Wallet Address 
TRC20 Wallet Address used in all scam transactions:​
TPYDLwwroqByAiEUDs6Di1iZSoP8NhgAEH​
This address was used with multiple victims and received repeated fund transfers from major exchanges including 
Binance, Bybit, OKX and RedotPay. 

4. Legal and Regulatory Action Requested 
We urge the appropriate authorities and international crypto regulatory bodies to:​
1. Investigate the platform Origla.com.​
2. Freeze and blacklist the wallet address provided.​
3. Issue international alerts and publish scam warnings.​
4. Collaborate with exchanges and blockchain analytics firms to trace and block the funds.​
5. Provide victims avenues for fund recovery.​
6. Investigate about the person who recommended the platform to us, Ms. Li QianQian, whose email address is 
liqianqian793@gmail.com and contact number +85266758735 from Hong Kong, to investigate whether she is 
another victim or an Origla employee who may be the owner. 

5. Warning Sent to Origla.com 
A formal warning was sent to Origla.com requesting immediate action to:​
- Unfreeze user funds after deducting legitimate fees.​
- Refund the original amounts if conversion to USDT is not possible.​
- Cease requesting unjustified advance payments.​
Failure to comply will result in:​
- Reports to international cybercrime and financial authorities.​
- Publication of scam details online and via crypto communities.​
- Direct communication with exchanges involved in the fund transfers. 

6. Victims Contact Information 
Primary Victim: Amr Adel​
Email: amradeldotcom@gmail.com​
Country: Egypt​
Phone: +201015111567​
Supporting Victim: Khalid El Deep​
Email: K_eldeep@yahoo.com​
Country: Egypt​
Phone: +201070105853​
Date:  Wed 7th May 2025​
7. For Investigation Purposes Only and Because Platform Close Registration and it’s Required 

Referral Code we can use this code getting from Li QianQian “5ljsuv85” 
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